**Socket Programming**

**What Is a Socket**:

Normally, a server runs on a specific computer and has a socket that is bound to a specific port number (every application has a unique port). The server just waits, listening to the socket for a client to make a connection request.

On the client-side: The client knows the hostname of the machine on which the server is running and the port number on which the server is listening. To make a connection request, the client tries to rendezvous (নির্দিষ্ট মিলনস্থান) with the server on the server's machine and port. The client also needs to identify itself to the server so it binds to a local port number that it will use during this connection. This is usually assigned by the system.

Socket Programming

![](data:image/gif;base64,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)

If everything goes well, the server accepts the connection. Upon acceptance, the server gets a new socket bound to the same local port and also has its remote endpoint set to the address and port of the client. It needs a new socket so that it can continue to listen to the original socket for connection requests while tending to the needs of the connected client.
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On the client side, if the connection is accepted, a socket is successfully created and the client can use the socket to communicate with the server.

The client and server can now communicate by writing to or reading from their sockets.

**Definition**:

A socket is one endpoint of a two-way communication link between two programs running on the network. A socket is bound to a port number so that the TCP (**Transmission Control Protocol**) layer can identify the application that data is destined to be sent to.

**Endpoint**:

An endpoint is a combination of an IP address and a port number. Every TCP connection can be uniquely identified by its two endpoints. That way you can have multiple connections between your host and the server.

**Ports**:

A program running on a computer can listen for requests sent to particular port number.

In computer networking, a port is an endpoint of communication. Physical as well as wireless connections are terminated at ports of hardware devices. At the software level, within an operating system, a port is a logical construct that identifies a specific process or a type of network service.

**Example**:

192.168.223.34:3004

IP: 192.168.223.34

Port: 3004

note